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Agenda

1. Protect confidential communications on the road

2. Share securely right where users work
Office 365, Salesforce & iManage 

3. Simplify compliance audits

4. See and track every file entering & leaving your firm

5. Q&A
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Reimagined Mobile App
Simple as consumer apps
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Inbox contains only Accellion-sent emails

No spam

Safeguard Executive Productivity and Security on the Road
Simple, secure mobile email

End-to-end secure email, even replies

Encrypted attachments
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Safeguard Executive Productivity and Security on the Road
Simple, secure shared folders

Securely collaborate on confidential content

• Staff

• Board members, bankers, attorneys

• Partners

Securely access shared files

• On-premise file shares 

• On-premise content management

• Cloud storage 

• SFTP
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Safeguard Executive Productivity and Security on the Road
View, edit, annotate and capture

MS Office files 

• View in app, even offline

• Seamlessly edit in MS Office Apps

Securely capture photos

• Inspections

• Paperwork

• Government agencies

PDFs

• View manuals offline

• Annotate drafts
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Accellion for Office 365

Send securely from within Outlook

Files have no size limit

Recipient downloads 
from secure web link

Accellion 
securely stages 
the attachment
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Accellion for Office 365

Send securely from within 
Outlook Online

Recipient

Accellion supports both 
Office Desktop and 
Office 365 Online
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Partners, Customers

Accellion for Office 365

Compliant External Sharing for OneDrive

• Protect OneDrive external sharing 

• Keep control of authentication

• Ensure a complete and accurate audit trail

Use business email 

addresses

Business User
Web, desktop, mobile

Secure Email

Other Enterprise Data Sources

File

Shares
Secure Shared Folders
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Share    Send

Share    Send

Share    Send

Accellion for Office 365

Send securely from within Office Desktop and Online

Accellion Copyright 2018 - All Rights Reserved
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Accellion for Salesforce

Protect Sensitive Data in Customer Support Processes

Stay secure and compliant

• Protect private information

• Full audit trail and reports 

• Government Cloud support

Accellion helpAdd from Accellion
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Accellion helpAdd from Accellion

Accellion for Salesforce

Protect Sensitive Data in Customer Support Processes

Agents manage customer files 

• Accellion plugin

• Never leave Salesforce

• Self-service uploads/downloads



14

Accellion helpAdd from Accellion

Accellion for Salesforce

Protect Sensitive Data in Customer Support Processes

Attach customer files to each case

• You control the storage

• Unlimited file sizes 

• Automatic folder per case

• Permissions match Salesforce
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Accellion for iManage (Legal and Professional Services)

Secure and Govern External File Sharing

Share Document Management
System (DMS) files

• Without making copies

• Bring back changed files 

• Set file classification fields

• Supports iManage 9 and Work 10
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Accellion for iManage (Legal and Professional Services)

Secure and Govern External File Sharing

View, track and audit 
all file activity

View, track and audit 
all file activity
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HIPAA Compliance Report

Know you have the policy settings right

Prove it to the auditors
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HIPAA Compliance Report

Visually evaluate policy control settings
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HIPAA Compliance Report

Check configuration and Connections
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HIPAA Compliance Report

Monitor relevant operations
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GDPR Compliance Report

Know you have the policy settings right

Prove it to the auditors
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GDPR Compliance Report

Visually evaluate policy control settings

Did we get the settings right?
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GDPR Compliance Report

Check configuration & connections
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GDPR Compliance Report

Monitor relevant operations
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Support Compliance Audits with GDPR and HIPAA Traffic Reports

• Prove data checks were applied

• Prove scans were applied

• Malware (AV and ATP)

• Privacy (DLP)

• By region and individual

• Configurable reports
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Where is your sensitive enterprise information around the world?

See enterprise-wide information exchange 

• Real-time and historical view 

• All inbound and outbound file movement

All activity: 

• All files from all connected systems

• On-prem and cloud

• Who’s sending what to whom, when and where

• Failures: DLP, ATP, AV, IDS and logins
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Spot Anomalies

Downloader / uploader 

/ viewer anomalies by 

user and time
AV/DLP/ATP scanner 

patterns & bottlenecks

Login attempts, uploads and downloads by location

Filter on client type, domain, region, quarantine

File access traffic and anomalies 

by domain                         by content source

AV DLP ATP

AV DLP ATP

1. esnowden@fictionant.com 23,275

2. aschulte@fictionant.com 11,785

3. okalugin@isv.ir 7,223

4. xsmith@fictionant.com 3,799

5. jdoe@fictionant.com 1,345

6. djones@fictionant.com 227

7. djones237@gmail.com 193

8. asmith108779@gmail.com 134

9. ed.zample00@gmail.com 102

10. jnguyen@fictionant.com 98
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Follow Up with Your Customer Success Manager

or

bertl@accellion.com
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Q&A 
Other recent features you may have missed

Functional & Security

• SFTP Connector

• Secure Web & Email Forms

• Secure Mail Gateway

• 2FA SMS Validation

Customization

• Configurable User Guides

• Improved branding

Usability

• Email compose formatting

• User onboarding enhancements

• Replaced Java with HTML 5

US Federal Government

• FedRAMP Authorized

• Section 508 Compliance

DLP & ATP Improvements

• Check Point SandBlast integration

• Location controls

• Bypass for safe file types/IPs

• Multiple integration ports

• Secure ICAP

Availability & Performance

• Mail role failover

• Performance tuning

bertl@accellion.com
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Thank You!

bertl@accellion.com


